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ÅOriginal Motivation:

ïIllusion of having larger physical main memory (using 

demand paging)

ïAllows program and data address relocation by 

automating the process of code and data movement 

between main memory and storage.

Å Additional Current Motivation:

ïFast process start-up.

ïProtection from illegal memory access.

ÅNeeded for multi-tasking operating systems.

ïControlled code and data sharing among processes.

ÅNeeded for multi-threaded programs

Virtual Memory: Motivation



Å Virtual memory controls two levels of the memory hierarchy:    

ÅMain memory (DRAM).  

ÅMass storage (usually magnetic disks).

Å Main memory  is divided into blocks allocated to different running processes in 

the system by the OS:

ÅFixed size blocks:  Pages (size 4k to 64k bytes). (Most common)

ÅVariable size blocks: Segments(largest size 216 up to 232).

ÅPaged segmentation:  Large variable/fixed  size segments divided into a number 

of fixed size pages (X86, PowerPC). 

Å At any given time, for any running process, a portion of its data/codeis loaded  

(allocated) in main memorywhile the rest is available in mass storage.

Å A program code/data block needed for process execution and not present in 

main memory result in a page fault(address fault) and the page has to be loaded 

into main memory by the OS from disk (demand paging).

Å A program can run in any location in main memory or disk by using a 

relocation/mappingmechanism controlled by the operating system which maps 

(translates) the address from virtual address space (logical program address) to 

physical address space (main memory, disk).

Virtual Memory: Overview



Virtual Address Space Vs. Physical Address Space

Virtual memory system stores 

only the most often used 

portionsof a process address 

space in main memoryand 

retrieves other portions from a 

disk as needed (demand paging). 

The virtual-memory

space is divided into pages 

identified by virtual page 

numbers (VPNs),which are 

mapped to physical page 

numbers (PPNs)or page frame 

numbers (PFNs),in physical 

memory as shown on the right.

VPNs PFNs  or PPNs

Virtual address to physical address mapping or translation
Paging is assumed here

(PFNs)

Virtual  Address Space   = Process Logical Address Space



Basic Virtual Memory Management
ÅOperating system makes decisions regarding which virtual 

(logical) pages of a process should be allocatedin physical 

memory and where (demand paging) assisted with 

hardware Memory Management Unit (MMU)

ÅOn memory access -- If no valid virtual page to physical 

page translation (i.e page not allocated in main memory)

ïPage fault to operating system

ïOperating system requests page from disk

ïOperating system chooses page for replacement

Åwrites back to disk if modified

ïOperating system allocates a page in physical memory

Paging is assumed



Typical Parameter Range For 

Cache & Virtual Memory



Virtual Memory Basic Strategies
Å Main memory page placement(allocation):Fully associative 

placement or allocation (by OS)  is used to lower the miss rate.

Å Page replacement: The least recently used (LRU) page is replaced 

when a new page is brought into main memory  from disk.

Å Write strategy: Write back is used and only those pages changed in 

main memory are written to disk (dirty bit scheme is used).

Å Page Identification and address translation:To locate pages in main 

memory, a page tableis utilized to translate virtual page numbers 

(VPNs) to physical page numbers (PPNs) .  The page table is indexed 

by the virtual page number and contains the physical address of the 

page.

ï In paging: Offset is concatenated to this physical page address.

ï In segmentation: Offset is added to the physical segment address.

Å Utilizing address translation locality, a translation look-aside buffer 

(TLB) is usually used to cache recent address translations (PTEs) and 

prevent an additional memory access to read the page table.

PTE = Page Table Entry



Physical location 

of blocks A, B, C
Contiguous virtual address

(or logical ) space of a program

Virtual  Physical Address Translation

Page Fault:D in Disk

(not allocated in main memory)

OS allocates a page in physical 

main memory

virtual page 

numbers (VPNs)

Paging is assumed

Virtual address to physical address translation using page table



Basic Mapping ofVirtual Addresses to Physical 
Addresses Using A Direct Page Table

PPN

Page Table Entry (PTE)

VPN

Physical Page Number

(PPN)

Paging is assumed


